
SECURITY FOR 
VIRTUAL AND CLOUD 

ENVIRONMENTS
Uncompromised security with optimal 

performance for all virtual environments

What’s new: 

F-Secure Security for Virtual and Cloud Environ-
ments (SVCE) is a new solution for any virtual envi-
ronment, including mixed and hybrid. It combines 
the best protection of F-Secure client security solu-
tions with optimized performance to cut hardware 
costs.

Key features: 

• Uncompromised, best protection against 
malware, exploits, phishing and other network 
based attacks 

• Reduced memory, CPU and disk space 
consumption on virtual machines 

• Can be deployed in any virtualization or cloud 
environment including mixed and hybrid 
environments 

• An added feature for the award-winning end-
point and server protection products 

• Malware scanning and content inspection 
are offloaded to a dedicated Scanning and 
Reputation Server

SVCE elements 

• F-Secure Client Security 

• F-Secure Anti-Virus for Workstations 

• F-Secure E-mail and Server Security 

• F-Secure Server Security • F-Secure Scanning and 
Reputation Server 

• F-Secure Policy Manager

Supported virtualization platforms 

Virtualization, SBC and VDI platforms based on major hy-
pervisors: 

• VMware ESXi/vSphere 

• Citrix XenServer 

• Microsoft Hyper-V 

For more details about supported virtualization platforms 
please refer to the latest product release notes.



• Microsoft Windows XP (32-bit editions only)

• Microsoft Windows Vista (all 32-bit and 64-bit 
editions)

• Microsoft Windows 7 (all 32-bit and 64-bit 
editions)

• Microsoft Windows 8 and 8.1 (all 32-bit and 64-bit 
editions)

Note: All operating systems are required to have the 
latest Service Pack installed.

• Microsoft® Windows Server 2003

• Microsoft® Windows Server 2003 R2

• Microsoft® Windows Server 2008

• Microsoft® Windows Server 2008 R2

• Microsoft® Small Business Server 

• Microsoft® Small Business Server 

• Microsoft® Small Business Server 

• Microsoft® Small Business Server 

• Microsoft® Small Business Server 

• Microsoft® Windows Server 2012 

• Microsoft® Windows Server 2012 

• Microsoft® Windows Server 2012

Note: All operating systems are required to have the 
latest Service Pack installed.

Supported guest operating systems
F-Secure Security for Virtual and Cloud Environments solution can protect virtualized servers and 
desktops running the following operating systems.

Workstations Servers

Supported languages:

For supported languages please check related product pages.

Compatibility and related products: 

• Client Security and Anti-Virus for Workstations versions 11.50 and higher

• E-mail and Server Security version 10.50 and higher

• Scanning and Reputation Server version 11.00 and higher

• Policy Manager for Windows 11.10 or higher

• Policy Manager for Linux 10.30 or higher


